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Osi	and	tcp	layers

Compare	and	contrast	the	tcp/ip	layers	with	osi	layers.	What	are	the	protocols	used	in	osi	layers.	Compare	the	layers	of	the	osi	and	tcp/ip	models.	Which	osi/iso	layers	are	tcp	and	udp	implemented	at.	Difference	between	tcp	and	osi	layers.	Osi	tcp/ip	layers	and	protocols	pdf.	Layers	in	the	osi	model	and	tcp/ip	protocol	suite.	Why	is	it	important	to
understand	the	layers	of	the	osi	model	and	tcp/ip.

Whenever	we	implement	a	network	and	try	to	connect	and	communicate	different	devices	over	the	network.	We	use	the	OSI	model	or	referÃªncia	TCP	/	IP.	But	one	Questa	£	always	arises	in	our	mind	that	the	model	Ã	©	best	to	Specification	£	o,	implementaÃ§Ã	£	o,	related	the	£,	comunicaÃ§Ã	£	o,	etc.it	said	with	reason	that	the	£	every	coin	has	two
sides.	Similarly,	do	£	we	can	say	that	one	Ã	©	the	best	model	and	the	other	Ã	©	worse.	Both	Have	A	Few	Advantages	and	disadvantages	Tamba	©	m.	A	model	can	work	well	for	a	case	and	worse	for	another.	Enta	£	o,	in	this	blog,	we'll	take	a	few	main	points	that	sÃ	£	o	essential	in	a	connected	network	and	the	£	£	comunicaÃ§Ã	it	and	then	assess
which	model	Ã	©	best	for	which	caso.Primeira,	we	will	see	the	vÃ¡	holiday	similarities	between	OSI	and	TCP	/	IP	models.	The	similarities	between	them	sÃ	£	o	the	following:	Model	referÃªncia:	both	the	OSI	as	models	referÃªncia	TCP	/	IP	sÃ	£	o.	This	means	we	can	take	on	a	referÃªncia	or	help	of	the	Specification	£	these	two	models	at	£
implementaÃ§Ã	the	network.	Layered	architecture:	The	OSI	and	TCP	/	IP	model	has	a	layered	architecture.	Each	layer	provides	different	functionality	on	the	network.	The	OSI	model	usually	has	seven	layers,	while	the	TCP	/	IP	has	five	layers.	Protocols:	Both	the	OSI	and	TCP	/	IP	model	makes	use	of	different	protocols	at	different	layers	for	£
implementaÃ§Ã	the	appropriate	model	for	the	network.	Features:	The	layers	of	the	OSI	and	TCP	/	IP	model	provide	roughly	the	same	functionality.	The	TCP	/	IP	model	application	layer	acts	as	the	three	upper	layers	(Application,	Presentation	£	oe	layer	Sessa	£	o)	of	the	OSI	model	as	the	Internet	layer	in	the	TCP	/	IP	model	acts	as	the	network	layer
OSI	model.	The	rest	of	the	layers	in	both	models	work	the	same.	Now,	we	will	see	which	model	Ã	©	best	in	which	case,	as	excavation	©	m	will	see	the	dissimilarities	between	the	models.	Dry	dissimilarities	between	OSI	and	TCP	/	IP	model.	:	EvoluÃ§Ã	£	o:	The	OSI	model	has	evolved	as	a	lÃ³gico	and	conceptual	model.	It	was	first	documented	and
functionality	of	each	layer	of	the	sÃ	£	specified.	Then,	the	protocols	for	each	layer	sÃ	£	the	identified.	On	the	other	hand,	the	TCP	/	IP	model	Ã	©	first	implemented	with	the	specified	protocols	and	then	Ã	©	documented.	Thus,	the	OSI	model	has	evolved	as	teÃ³rico	model,	while	the	TCP	/	IP	as	prÃ¡tico	model.	Enta	£	o	if	Algua	©	m-Only	need	the
teÃ³ricos	aspects	of	the	model,	they	should	go	to	the	OSI	model.	But	if	Algua	©	m	just	want	to	implement	the	model,	they	should	go	with	the	model	TCP	/	IP.Objective:	The	purpose	of	the	OSI	model	Ã	©	create	a	model	£	Padra	the	Generic	©	rich	to	specify	the	procedures	related	to	the	£,	architecture	layers,	services,	interfaces,	and	protocols.	On	the
other	hand,	the	TCP	/	IP	model	aims	to	provide	a	model	of	the	Transmit	£	trustworthy	and	tip.	Enta	£	o	if	Algua	©	m	need	a	Generic	Model	©	rich	and	Padra	£	o,	they	must	go	to	the	OSI	model.	But	if	Algua	©	m	need	reliability	and	Security	over	the	network,	they	must	go	to	the	TCP	/	model	IP.Area	focused:	The	OSI	model	Ã	©	one	Generic	Model	©
rich	and	therefore	universal	in	nature.	It	can	be	used	according	to	different	types	of	networks	according	to	the	specs.	On	the	other	hand,	the	TCP	/	IP	model	Ã	©	dependent	on	protocols	and	Ã	©	Compatible	with	the	current	Internet	architecture.	So	the	TCP	/	IP	model	Ã	©	able	to	solve	only	one	especÃfico	set	of	problems.	So	if	Algua	©	m	need	a
universal	model	that	can	be	applied	to	different	networks,	they	should	choose	the	OSI	model.	But	if	they	have	to	do	some	networking	functionality	on	the	Internet,	they	should	choose	the	model	referÃªncia	TCP	/	IP.DocumentaÃ§Ã	£	o:	The	OSI	model	Ã	©	documented	correctly.	The	main	three	concepts,	that	Ã	©,	services,	interfaces	and	protocols	sÃ	£
clearly	specified	in	this	model.	On	the	other	hand,	the	TCP	/	IP	model	in	the	£	estÃ¡	documented.	The	specs	and	features	of	each	in	layer	the	sÃ	£	£	£	tÃ	the	clear	in	the	TC	/	IP	model.	Enta	the	£	if	Algua	©	m	proper	adequate	documentation	orientation	during	network	implementation,	they	should	refer	to	the	OSI	model.	Set-up	and	configuration:	The
OSI	model	is	easy	and	standardized	for	set-up	and	configure,	as	is	a	genetic	model.	On	the	other	hand,	the	TCP	/	IP	model	is	complex	for	set-up	and	configure,	as	it	is	compatible	only	with	specific	network	domains.	Thus,	the	OSI	model	is	best	if	we	consider	the	set-up	and	configuration	functionality.modularity	network:	both	models	are	modular	in
nature.	But	the	OSI	model	has	more	layers	(7),	in	comparison	with	the	TCP	/	IP	model	(5	layers).	Thus,	the	OSI	model	is	more	modular,	then	the	TCP	/	IP	model,	and	the	functionalities	of	each	module	are	clearly	specified	in	the	OSI	model.	So	if	someone	is	concentrating	on	a	more	modular	network	with	all	the	appropriate	features,	they	should	go	to
the	IP	Model.Replacing	TCP	protocols:	The	OSI	model	is	an	independent	protocol	model.	We	can	implement	our	own	protocols	according	to	our	needs.	On	the	other	hand,	the	TCP	/	IP	model	is	dependent	on	the	protocol.	It	defines	a	specific	set	of	protocols	for	the	implementation	of	the	model.	It	is	very	complex	to	make	any	changes	or	replace	some
protocols	in	the	TCP	/	IP	model.	So,	if	someone	only	needs	the	specific	set	of	protocols,	they	should	go	with	the	TCP	/	IP	model,	then	model	OSI	is	better	for	the	implementation	of	our	own	protocols.Data	delivery:	delivery	It	is	the	functionality	of	the	transport	layer	in	both	models.	In	the	OSI	model,	the	transport	layer	facilitates	connection-oriented
transfer	and	therefore	ensures	the	delivery	of	the	packages.	On	the	other	hand,	in	the	TCP	/	IP	model,	the	transport	layer	facilitates	both,	as	well	as	connection	transfer,	and,	consequently,	does	not	guarantee	the	delivery	of	connection-oriented	data	packets.	Thus,	we	can	use	the	OSI	model	if	we	want	to	ensure	appropriate	data	delivery	on
network.Reliable	and	secure	connection:	The	OSI	model	does	not	have	any	special	mechanism	to	provide	a	confident	and	secure	connection	for	the	data	transmission.	On	the	other	hand,	the	TCP	/	IP	model	has	a	3-way	handshake	mechanism	to	provide	a	confident	and	secure	connection	link	on	the	network.	So	we	can	opt	for	the	TCP	/	IP	model	is	that
we	want	a	confident	and	secure	network	connection.	So	we	can	conclude	that	both	models	have	their	own	advantages	and	disadvantages.	If	someone	is	concentrating	on	the	correct	documentation,	specification	and	modularization,	they	must	prefer	the	OSI	model	on	the	TCP	/	IP	model.	But	if	someone	is	concentrating	more	on	the	implementation,
reliability	and	security	of	the	network,	they	must	prefer	the	TCP	/	IP	model	on	OSI	Model.This	is	all	about	similar	and	difference	These	include	the	TCP	/	IP	model,	and	where	to	use	the	model.	I	hope	you	have	learned	something	new	today.	This	is	all	for	this	sharing	blog.	From	this	blog	with	your	friends	to	spread	the	knowledge.	Visit	our	YouTube
channel	for	more	content.	You	can	read	more	blogs	from	here.keep	learning	:)	Team	afteracademy!	Completion	model	of	Abstraction	Layers	seven	osi	layer	ModelBy	layer	7.A	NNTP	SIP	SSI	DNS	FTP	Gopher	HTTP	NFS	NTP	SMPP	SMTP	SNMP	Telnet	DHCP	NetConf	More	....	6.	The	presentation	layer	MIME	XDR	ASN.1	ASCII	PGP	5.A	Session	layer
layer	pipe	named	Layer	NetBIOS	SAP	PPTP	RTP	SOCKS	SPDY	4.A	Transport	Layer	TCP	UDP	SCTP	DCCP	SPX	3A	Network	IPv4	IPv4	IPv6	ICMP	IPSec	IPMP	IPX	AppleTalk	X.25	PLP	2.A	ATM	ARP	IS-IS	SDLC	HDLC	CSLIP	SLIP	GFP	PLIP	IEEE	802.2	LLC	Mac	L2TP	IEEE	802.3	Frame	Relay	Itu-T	Layer	G.HN	DLL	PPP	x.25ã,	LAPB	Q.922	LAPF	1.The
physics	RS-232	RS-449	Itu-T	VI	Series	I.430	0,431	PDH	SONET	/	SDH	PON	OTN	DSL	IEEE	802.3	IEEE	802.11	IEEE	802.15	IEEE	802.16	IEEE	1394	ITU-T	G.HN	Phy	USB	Bluetooth	TEV	model	The	interconnection	of	open	systems	(OSI	model)	is	a	conceptual	model	that	characterizes	and	standardizes	the	communication	functions	of	a	system	of	or
computing	without	taking	into	account	its	underlying	internal	structure	and	technology.	Your	goal	is	the	interoperability	of	the	various	standard	communication	systems	Protocols.	The	model	data	stream	partitions	in	a	seven-captain	layer	communication	system,	from	the	physical	implementation	of	bits	transmission	through	a	means	of	Communication
for	the	highest	data	representation	of	data	from	a	distributed	application.	Each	intermittion	layer	serves	a	class	of	functionality	for	the	layer	above	it	and	is	served	by	the	layer	below	it.	Classes	of	functionality	are	performed	in	software	by	standardized	communication	protocols.	The	OSI	model	was	developed	from	the	end	of	1970	to	support	the
emergence	of	the	various	medications	of	computer	networks	that	were	competing	for	applications	in	large	national	network	efforts	in	the	world.	At	the	end	of	1980,	the	model	has	become	a	working	product	from	the	interconnection	group	of	open	systems	in	the	international	organization	of	standardization	(ISO).	During	an	attempt	to	provide	a
detailed	description	of	networking,	the	model	has	not	been	able	to	depend	on	Garner	by	software	architects	in	the	conception	of	the	early	Internet,	which	is	reflected	in	the	least	prescriptive	Internet	protocol	suite,	Sponsored	mainly	under	the	auspices	of	Internet	Engineering	Task	Force	(IETF).	Communication	in	OSI-Model	(Example	with	layers	3	to
5)	History	in	the	early	and	mid-1970s,	the	network	was	largely	sponsored	by	the	Government	(NPL	Network	in	the	United	Kingdom,	Arpanet	in	the	USA,	Cyclades	in	the	Fringe	§A)	or	supplier	developed	with	proprietary	patterns	such	as	IBM	and	Digital	Equipment	Corporation	Systems	Network	Architecture.	Public	data	networks	were	just	beginning
to	emerge,	and	these	began	to	use	the	X.25	pattern	at	the	end	of	1970.	[1]	[2]	The	experimental	packet	switched	system	in	the	UK	circa	1973-5	identified	the	need	for	definition	of	higher	level	protocols.	[1]	UK	Computing	National	Center	Publication	'by	Distributed	Computing',	which	came	from	considerable	research	in	future	configurations	for
computer	systems,	[3]	resulted	in	the	United	Kingdom	presenting	the	case	for	an	international	committee	standards	to	cover	this	area	at	the	ISO	meeting	in	Sydney	March	1977.	[4]	Started	in	1977,	the	International	Standardization	Organization	(ISO)	held	a	program	to	develop	standards	and	general	networks.	A	similar	evolutionary	process	in	the
Telegraph	International	Committee	and	Advisory	Telephone	(CCITT,	French:	Committee	International	Advisory	TÃƒÂ	¢	©	Phonique	et	TÃƒÂ	¢	©	Graphique).	Both	bodies	developed	documents	that	set	similar	network	models.	The	OSI	model	was	first	defined	in	its	gross	form	in	Washington,	DC,	in	February	1978	by	Hubert	Zimmermann	of	France	of
Refinado,	but	still	a	draft	standard	was	published	by	ISO	in	1980.	[5]	The	editorialors	of	the	Reference	model	had	to	deal	with	many	conflicting	priorities	and	interests.	The	technological	change	rate	has	become	necessary	to	define	the	standards	that	the	new	systems	could	converge	to,	rather	than	standardization	of	procedures	after	the	fact;	The
reverse	of	the	traditional	approach	for	developing	standards	[6].	Although	not	a	pattern	in	itself,	it	was	a	picture	in	which	future	patterns	could	be	defined.	[7]	In	1983,	CCITT	and	ISO	documents	were	fused	to	form	the	basic	reference	model	for	interconnection	of	open	systems,	normally	referred	to	as	the	interconnection	model	of	open	reference
systems,	OSI	reference	model,	Or	simply	model	OSI.	It	was	published	in	1984,	both	by	ISO,	and	ISO	Standard	7498,	and	the	renamed	CCITT	(now	called	Sector	of	the	International	Telecommunication	Telecommunications	Sector	or	ITU-T)	as	X.	200	Standard.	OSI	had	two	main	components,	an	abstract	network	model,	the	so-called	basic	reference
model	or	seven-layer	model,	and	a	set	of	specific	protocols.	The	OSI	reference	model	was	a	great	advance	in	the	standardization	of	network	concepts.	He	promoted	the	idea	of	a	consistent	model	of	layers	of	Defining	interoperability	between	network	and	software	devices.	The	concept	of	a	seven-layer	model	was	provided	by	the	work	of	Charles
Bachman	at	Honeywell	Honeywell	Systems.	[8]	Various	aspects	of	the	OSI	design	evolved	from	experiences	with	the	NPL	Network,	Arpanet,	Cyclades,	EIN,	and	the	Networking	International	(IFIP	WG6.1)	workgroup.	In	this	model,	a	network	system	was	divided	into	layers.	Within	each	layer,	one	or	more	entities	implementing	its	functionality.	Each
entity	interacted	directly	only	with	the	layer	immediately	below	it	and	provided	installations	for	use	by	the	layer	above	it.	The	OSI	standard	documents	are	available	from	itu-t	as	the	X.200	series	of	recommendations.	[9]	Some	of	the	protocol	specifications	were	also	available	as	part	of	ITU-T	Series	X.	Equivalents	ISO	and	ISO	/	IEC	standards	for	the
OSI	model	were	available	from	ISO.	Not	all	are	free.	[10]	OSI	was	an	effort	by	Industry,	in	an	attempt	to	obtain	industry	participants	to	reach	agreement	on	common	network	standards	to	provide	multi-vendor	interoperability.	[11]	It	was	common	for	large	networks	to	support	multiple	network	protocol	suites,	with	many	devices	unable	to	interoperate
with	other	devices	because	of	a	lack	of	common	protocols.	By	a	period	at	the	end	of	1980	and	the	beginning	of	1990,	engineers,	organizations	and	nations	polarized	on	the	question	of	which	standard,	the	OSI	model	or	the	set	of	Internet	protocols,	would	result	in	better	and	more	robust	computer	networks	[4]	[12.	]	[13]	However,	while	OSI	developed
their	network	patterns	at	the	end	of	1980,	[14]	[15]	TCP	/	IP	has	entered	widespread	in	various	vendor	networks	for	internetworking.	The	OSI	model	is	still	used	as	a	reference	for	teaching	and	documentation	[16],	however,	OSI	protocols	originally	designed	for	the	model	do	not	gain	popularity.	Some	engineers	argue	that	the	OSI	reference	model	is
still	relevant	to	the	cloud	computation.	[17]	Others	say	the	original	OSI	model	does	not	fit	network	protocols	today	and	suggested,	rather	than	a	simplified	approach.	[18]	[19]	Definitions	This	section	needs	additional	quotes	for	verification.	Please	help	improve	this	article	by	adding	quotes	to	trusted	sources.	Material	has	not	honored	can	be
challenged	and	removed.	(November	2019)	(Learn	how	and	when	to	remove	this	template	message)	Communication	protocols	allow	an	entity	in	a	host	to	interact	with	a	corresponding	entity	on	the	same	layer	on	another	host.	Service	definitions,	such	as	the	OSI	model,	in	abstract	to	describe	the	functionality	provided	to	a	(N)	-Layer	by	one	(N-1)
layer,	wherein	is	not	one	of	the	seven	layers	of	protocols	operating	in	the	host	local.	At	each	level	n,	two	entities	in	the	communication	devices	(pairs	layer)	protocol	data	units	(PDUs)	exchange	by	means	of	a	protocol	layer	N.	Each	PDU	contains	a	load,	called	the	unit	Service	data	(SDU),	along	with	the	headers	or	protocol-related	footers.	Data
processing	by	two	compatible	OSI	communicating	with	devices	proceeds	as	follows:	The	data	to	be	transmitted	is	composed	of	the	upper	layer	of	the	transmission	device	(Layer	n)	for	a	protocol	data	unit	(PDU).	The	PDU	is	transmitted	to	the	N-1	layer,	where	it	is	known	as	the	Service	Data	Unit	(SDU).	In	the	N-1	SDU	layer	is	concatenated	with	a
header,	footnot,	or	both,	the	production	of	a	N-1	PDU	layer.	Then	the	N-2	layer	passed.	The	process	continues	to	reach	the	lowest	level,	from	which	the	data	is	transmitted	to	the	receiving	device.	In	the	receiving	device	the	data	are	passed	â	€	â	€	â	€	-	from	the	lower	up	to	the	highest	layer	as	a	sdus	sion	while	it	is	being	successively	removed	from	the
header	or	footing	of	each	layer,	until	reaching	the	top	layer,	where	the	last	of	the	data	is	consumed.	Document	patterns	The	OSI	model	was	defined	in	ISO	/	IEC	7498,	which	consists	of	the	following	parts:	ISO	/	IEC	7498-1	The	Basic	ISO	/	7498-2	Security	ISO	/	IEC	Architecture	7498-3	ISO	/	IEC	Names	and	Addresses	7498-	4	ISO	/	IEC	Gestion
Framework	7498-1	It	is	also	published	as	Itu-T	Recommendation	X.200.	Architecture	Layer	The	X.200	Recommendation	Describes	seven	layers,	marked	from	1	to	7.	The	layer	1	is	the	lowest	layer	in	this	model.	Model	OSI	Layer	Protocol	Data	Unit	(PDU)	Function	[20]	Hostlayers	7	7	High	level	data	APIs,	including	resource	sharing,	access	to	remote
files	6	Display	data	translation	between	a	network	service	and	an	application;	Including	character	encoding,	data	compression	and	encryption	/	decryption	5	session	session	session,	that	is,	continuous	exchange	of	information	in	the	form	of	various	three	transmissions	If	facing	between	two	of	us,	transport	segment,	datagrams	reliable	transmission	of
data	segments	between	points	on	a	network,	including	segmentation,	confirmation	and	multipleArayers	3	pack	Network	packages	and	management	of	a	multi-node	network,	including	address,	routing	and	traffic	control	2	Data	Link	Confident	transmission	frame	of	data	frames	between	two	colors	connected	by	a	physical	layer	1	bit	physical	,	symbol
transmission	and	reception	of	raw	bits	flows	on	a	physician	layer	1:	physical	layer	The	physical	layer	is	responsible	for	the	transmission	and	reception	of	raw	data	not	structured	between	a	device	and	a	physical	transmission	medium.	Converts	the	digital	pieces	into	electrical,	radio	or	uneptical	signals.	The	layer	specifications	define	characteristics	as
voltage	levels,	the	time	of	tension	changes,	fansical	data	rates,	maximum	transmission	distances,	modulation	scheme,	Method	access	to	channel	and	fansical	connectors.	This	includes	the	layout	of	pins,	tensions,	line	impairment,	cable	specifications,	signal	time	and	frequency	for	wireless	devices.	Bit	rate	control	is	done	on	the	physical	layer	and	can
set	the	transmission	mode	as	simplex,	duplex	medium	and	complete	duplex.	The	components	of	a	physical	layer	can	be	described	in	terms	of	a	network	topology.	The	physical	layer	specifications	are	included	in	the	specifications	for	the	Bluetooth,	Ethernet	and	USB	ubiques	patterns.	An	example	of	a	less	well-known	physical	layer	specification	would
be	for	the	can	pattern.	Layer	2:	Link	Data	Layer	The	data	link	layer	provides	the	Node-Node	data	transfer	-	a	link	between	two	directly	connected.	It	detects	and	possibly	fixes	errors	that	can	occur	in	the	physical	layer.	It	sets	the	protocol	to	establish	and	terminate	a	connection	between	two	physically	connected	devices.	Also	defines	the	protocol	for
flow	control	between	them.	IEEE	802	divides	the	data	link	layer	into	two	sublayers:	[21]	MAC	control	layer	(MAC)	are	responsible	for	controlling	how	devices	on	a	network	obtains	access	to	a	medium	and	permission	to	transmit	data	.	Logment	Layer	(LLC)	Responsible	for	identifying	and	encapsulating	network	layer	protocols	and	controls	error	checks
and	frame	synchronization.	IEEE	802	Mac	and	LLC	layers,	such	as	802.3	Ethernet,	802.11	Wi-Fi	and	82.15.4	zigbee	operate	on	the	data	link	layer.	The	Point-to-Point	(PPP)	protocol	is	a	data	link	layer	protocol	that	can	operate	on	several	different	physical	layers,	such	as	soncronous	and	ascribing	serial	lines.	The	ITU-T	G.HN	pattern,	which	provides
high-speed	local	area	networks	on	existing	wires	(power	lines,	telephone	lines	and	coaxial	cables),	includes	a	complete	data	link	layer	that	provides	The	error	correction	and	flow	control	by	means	of	a	selective	-	sliding	window	protocol.	Security,	encryption	specifically	(authenticated),	in	this	layer	can	be	applied	with	MACSEC.	Layer	3:	Network	layer
The	network	layer	provides	the	functional	and	procedural	means	of	transferring	a	node	packages	to	another	connected	to	"different	networks".	A	network	is	a	means	for	which	many	us	can	be	connected	in	which	each	node	has	an	address	and	allows	us	to	connect	to	transfer	messages	to	other	connected	commonly	providing	the	content	of	a	message
and	the	address	of	the	destiny	node	and	letting	the	net	find	the	way	to	deliver	the	message	to	the	destination,	possibly	forwarding	it	through	intermediates.	If	the	message	is	too	large	to	be	transmitted	from	one	node	to	another	in	the	data	link	layer	between	these,	the	You	can	deploy	the	delivery	of	messages	by	dividing	the	message	into	several
fragments	in	one	knot,	sending	the	fragments	independently	and	reassembling	the	fragments	in	another	n³.	You	can,	but	do	not	need,	report	delivery	errors.	Message	delivery	in	the	network	layer	is	not	necessarily	guaranteed	to	be	trustworthy;	A	network	layer	protocol	can	provide	reliable	message	delivery,	but	do	not	need	to	do	it.	A	number	of	layer
management	protocols,	a	function	defined	in	the	Management	Annex,	ISO	7498/4,	belongs	to	the	network	layer.	These	include	routing	protocols,	multicast	group	management,	network	layer	and	error	information	and	network	layer	address	assignment.	It	is	the	function	of	the	useful	load	that	causes	them	to	belong	to	the	network	layer,	not	the
protocol	that	carries	them.	[22]	Layer	4:	Transport	Layer	The	transport	layer	provides	the	functional	and	procedural	means	of	transfer	of	variable	length	data	sequences	from	a	source	for	a	welcome	destination,	while	maintaining	functions.	service.	The	transport	layer	can	control	the	reliability	of	a	given	connection	by	flow	control,	segment	/
discumentation,	and	error	control.	Some	protocols	are	connected	to	the	connection.	This	means	that	the	transport	layer	can	accompany	the	segments	and	retransmit	those	that	fail	delivery.	The	transport	layer	can	also	provide	recognition	of	the	successful	data	transmission	and	sends	the	next	data	if	no	error	occurs.	The	shipping	layer	creates
segments	outside	the	message	received	from	the	application	layer.	The	segmentation	is	the	process	of	dividing	a	long	message	into	smaller	messages.	Reliability,	however,	is	not	a	strict	requirement	within	the	transport	layer.	Protocols	such	as	UDP,	for	example,	are	used	â	€
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